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Goals & Applications

Strengthening the trustworthiness and 
resilience of the internet Open Internet architecture renovation

increasing SDNs' robustness

Dissemination of self-configuring, self-
adaptive and self-healing networks

Incentivizing green 
networking/computing architectures

Increasing the security of SDNs



iotweek.org

Find more:

Thank you!
Viviana Arrigoni: arrigoni@di.uniroma1.it

https://iotweek.org/

	Vulnerability Assessment and Robust Defenses for Optimized Attacks in Dynamic SDNs
	Participants
	Slide Number 3
	Slide Number 4
	Slide Number 5
	Slide Number 6
	Experiments
	Experiments
	Experiments
	Experiments
	Goals & Applications
	Slide Number 12

